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KWBEPBE3OMACHOCTb JAHHbIX LIN®POBOW MNAT®OPMbI B
OJEATE/IbHOCTWV BAHKOB

CYBERSECURITY OFDIGITALPLATFORM DATAIN BANKINGACTIVITIES

B cTaTbe npoBefeHO nccnefoBaHme NpobaemMaTKi Knbep6e3onacHOCTM LGPOoBbIX NAaT(HopM MHDOPMALMOHHBIX CUCTEM
6aHKOB B YCOBMAX LMPOBOI TpaHcthopMaymn. Ocoboe BHUMaHWE YaenseTcs YenoBeYeCKoOMy (akTopy, TEXHOMOMMYECKUM
ys3BUMOCTAM (06nadHble cpefbl, 10T-yCTPOIACTBA) U PErynsTUBHLIM MepaM. YCTaHOBNEHO, YTO GaHKOBCKas cepa sBNsETCs
BXXHOM LiENbio KMBEPNPUCTYMHUKOB M3-3a BbICOKOM 3HAUMMOCTM AaHHbIX U CMOXHOCTW MHKPACTPYKTYp. B nccnenoBaHMm
MOAYEePKMBAETCA, UTO 55% KMOBEPUHLMAEHTOB MHULMMPYIOTCS AENCTBUSMM CaMUX COTPYAHWUKOB MH(OPMALIMOHHBIX CUCTEM
(hwLLmHT, coLManbHas MHXXeHepUS), a BHELLHE aTaku COCTaBNsAoT 23,8%, UTO BblAeNSIeT HE0OX0AMMOCTb NEPECMOTPa NOAX0A0B
K MAHUMK3aLMM pUCKoB. OTAeNbHOE BHMaHWE YAEeNEHO aHaNM3y TEXHOOTMYECKNX Y3BUMOCTEN, BKKOUas 06/104HbIE CPELb! U
loT-ycTpoiicTBa, pacLumpsitoLme 06nacTb atak.

M3yyas 06nacTb KMbep6e30nacHOCTM aHHbIX LiMPOBOV NNaT(hopMbl B AeSTENbHOCTW 6aHKOB GbIN0 BbISIBNEHO, Y4TO CUCTEMA
3aLLMThI AOMKHA 6bITb aAanTUBHON. VIHTErpupys UCKYCCTBEHHBI MHTENNEKT (M) € Lenbto aHann3a u 06HapYXKeHWs aHoMasni,
aBTOMaTU3aLMM pearmpoBaHus Ha MHUMAEHTbI, YNy4LIeHNs MEXaHU3MOB ayTEHTU(MKALIMI, NNaT(hopMa CMOXET NpeaoTBpaLlaTh
YTEUKM W HapyLLeHUs ONepaLYOHHON AeATeNbHOCT 6aHKOBCKMX cucTeM. MokasaHo, 4To BHegpeHve VW cokpallaeT Bpems
06Hapy>xeHus yrpo3 Ha 40-60%, a Takoke nnatgopmMbl KnbepoesonacHocT SIEM/SOAR o06ecrneqnBaoT MOHUTOPUHT YIpo3 B
peXX1MMe peasibHOro BpemMeH . KpUTUYecKn BaXXHbIM 3IEMEHTOM BbIAENSETCS 00yYeHMe COTPYAHMKOB, NOAYEPKUBAETCS BAXKHOCTb
nporpamMm 06yUeHUs ¢ CUMYNSLMENA (ULLIMHTA, CHIKAOLLMM BOCMIPUMMUMBOCTD K (ULLMHTY ¢ 30% A0 2%, Y4TO NOATBEPXKAAeTCS
CTaTUCTUKOV OpraHu3aLii, KOTOPbIE Y)Ke BHEAPWAN TaKUe MPOorpaMMmbl.

Mo faHHbIM UCCNeAoBaHUS, NPOBEAEHHOTO Ha nnaTthopmMe RB.ru , B 60/1bLUIMHCTBE KOMMaHWIA BO BPEMS NMEPBbIX YUEHIA OKOMO
30% CcOTpyLHUKOB NOMagatoTCs Ha PULLIMHE. OAHAKO PerynsapHble TPEHUHIN C UMUTaLLMEN aTak No3BOMAKOT CHU3WTL STOT NOKasaTesb
[0 2% 1 HYXKe. AHANOMMYHbIe Pe3yrbTaTbl NOATBEPXAEHbI B 0630pe CPEACTB /151 CUMYNALMN PULLIMHIOBBIX aTak, Fae OTMEYEHO, YT
NepUOANYECKYIe YHeBHbIe aTaku MOBbILLIAKOT 0CBEAOMIEHHOCTb COTPYAHMKOB U MUHUMU3NPYHOT PUCKM COLMAbHOR MHXKEHEPHM.

O60CcHOBaHa HEOBXOAMMOCTL PErynsTOpHbIX Mep, BK/OUas pelleHus RegTech/Suptech, ans aBTomatv3auum ayauta v
COOTBETCTBMSA CTaHfapTaM. B yacTHoCTM, TpeboBaHMs BaHka Poccum K nnaTgopme LmdpoBoro py6ns npeaycmarpuearoT
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MEXaHM3Mbl 06HapY)XeEHWUSI aHOMaNUiA B TpaH3aKLMAX 1 UCMOMb30BaHWE POCCUIACKOI KpunTorpadun. B KauecTBe pe3yrnbTaToB
1ccnefoBaHWiA NpeanoxeHo (hopMUPOBaHIe LIENOCTHON CTpaTerum 6e30nacHOCTY, COYeTatoLLER VIV-TeXHONO I, HEMpPepbIBHOE
06yyeHVe NepcoHana 1 aganTUBHbIE MOUTUKM, YTO MO3BOSET YKPEMNWTH 3aLLUTY B YCIOBUSX PACTYLLEN CNOXHOCTY LMBPOBBIX
3KOCMCTEM B 6aHKOBCKOW iESTENBHOCTH.

KntoueBble cnosa: Knbep6e3onacHoCTb 6aHKOBCKMX CUCTEM, LiMPOBbIE NAaT(hopMbl (IMHAHCOBLIX OpraHM3aLyiA, YenoBeueckmii
thaKTop, (OULLIMHT, UCKYCCTBEHHbI MHTENNEKT, 06/1a4Has 6e30MacHOCTb, YI3BUMOCTY, PUCKM, NNaT(hopMbl 6e30MacHOCTU, 06yUeHme
COTPYAHWKOB.

The article examines the issues of cybersecurity of digital platforms of information systems of banks in the context of digital
transformation. Special attention is paid to the human factor, technological vulnerabilities (cloud environments, 10T devices) and
regulatory measures. It has been established that the banking sector is an important target for cybercriminals due to the high
importance of data and the complexity of infrastructures. The study highlights that 55% of cyber incidents are initiated by the
actions of information systems employees themselves (phishing, social engineering), and external attacks account for 23.8%,
which highlights the need to review approaches to minimizing risks. Special attention is paid to the analysis of technological
vulnerabilities, including installation environments and 10T devices that expand the scope of attacks.

Studying the field of cybersecurity of digital platform data in the activities of banks, it was revealed that the protection
system should be adaptive. By integrating artificial intelligence (Al) to analyze and detect anomalies, automate incident response,
and improve authentication mechanisms, the platform will be able to prevent leaks and operational disruptions in banking
systems. It has been shown that the introduction of Ai reduces the threat detection time by 40-60%, as well as the SIEM/SOAR
cybersecurity platforms provide real-time threat monitoring. Employee training is highlighted as a critical element, emphasizing
the importance of phishing simulation training programs that reduce phishing susceptibility from 30% to 2%, which is confirmed
by statistics from organizations that have already implemented such programs.

According to research conducted on the platform RB.ru In most companies, during the first exercises, about 30% of
employees fall for phishing. However, regular training with simulated attacks can reduce this figure to 2% or lower. Similar results
were confirmed in a review of tools for simulating phishing attacks, which noted that periodic training attacks increase employee
awareness and minimize the risks of social engineering.

The necessity of regulatory measures, including RegTech/Suptech solutions, for audit automation and compliance with
standards is substantiated. In particular, the requirements of the Bank of Russia for the digital ruble platform provide for
mechanisms for detecting anomalies in transactions and the use of Russian cryptography. The results of the research suggest the
formation of a holistic security strategy combining Al technologies, continuous staff training and adaptive policies, which makes
it possible to strengthen protection in the face of the growing complexity of digital ecosystems in banking.

Keywords: cybersecurity of banking systems, digital platforms of financial organizations, human factor, phishing, artificial
intelligence, cloud security, vulnerabilities, risks, security platforms, employee training.

BBEAEHWE

MpoBefeHHbIe 1CCef0BaHMA NOKa3bIBAKOT, YTO COBPEMEHHbIE aCMeKTbI LIMKPOBOiA TpaHChopmaLmns
NPesCcTaBsAoT U3 Ceb He TONIbKO KOMIMEKCHYHO NporpaMMy BHeAPeHUs COBPEMEHHbIX LIMPPOBbIX
TEXHO/0r1iA B NPOLLECCHI UH(OPMALMOHHBIX CUCTEM 6AHKOB (YaT 60TOB, UCKYCCTBEHHOIO UHTENNEKTA,
aHanm3sa 60/MbLUNX AaHHBIX W T.A4.), HO W NMpeAcTaBnseT coboi npeobpasoBaHMe BCeW CTPYKTYpbI
(hMHaHCOBOI OpraHM3aLmm, Hapsay C U3MEeHeHNeM CTpaTeruid, crocoba v hopmara NpeLoCTaBIeHNS YCYT,
a TakKe CepBKCOB 1 NPOAYKTOB. [py 3TOM HEKOMIM/IEKCHbI MOLXO/ K MEPEXOAY Ha «LM(POBbIe PebChbIx»
G13HeC-MpoLeccoB B KOMNAaHUM OTKPbIBAET HOBbIE W [0BO/IbHO MacLUTabHble BO3MOXHOCTU /15
3/710yMbILLIEHHWKOB [1]. [py 3TOM, rMaBHbIM BUHOBHWKOM YTPaTbl KPUTUYECKU BEXKHBIX MH(OPMALMOHHbIX
PecypcoB ABNAKOTCA COTPYAHUKM 6aHKa (34% COTPYAHWKOB He 3HatOT 6a30BbIX Mpasui
Knbepbe3onacHoCTK, a 74% yTeyeK NPOM30LLV MO BUHE PALOBbLIX COTPYAHUKOB).

OpHako B 2025 rogy umgposas TpaHcdopmaL s 6aHKOBCKOTO CeKTOpa CTa/IKMBaeTCs C HOBbIMU
BbI30BaMU, CBA3AHHbIMU C YXXeCTOUeHVEM Tpeb0oBaHWIM K 3aLlinTe gaHHbIX. Mo gaHHbIM PCTIK
Poccuu, B 2025 rofly BCTynaroT B cuy 60/1ee CTPOrne HaumoHas bHble CTaHAapThbl B Cepe 3aLumTbl
MH(OpMaLMK, KOTOopble npefycMaTpuBaloT 0653aTefibHOe UCNOMb30BaHME POCCUMNCKUX
KpUNTOrpagmyecKmx afiropuTMOB M YCUIEHHBIA KOHTPO/b 33 061a4HbIMK cpefamu [2]. MapanniensHo
pacTeT KO/IMYeCTBO aTak Ha Lenoyku noctasok (supply chain attacks), 4To yrpoxaeT He TONIbKO
6aHKam, HO 1 ux naptHepam [3]. OcobeHHO aKTyanbHa Npobnema Kubepyrpos, CBA3aHHbIX C
BHEAPEHMEM TEXHOMOI WA LMGPOBOro pyons, rae TpebyeTcs KOMMNIeKCHas 3alimTa TpaH3aKLmia oT
aHOMaNNiA U MOLLIEHHUYECKMX feACTBUI[4].

AKTVIBHOE BHEZIpEHVE COBPEMEHHbIX TEXHO/ON WA JaeT HOBble BO3MOXHOCTU KaK MoTpebuTensm
(PMHAHCOBbLIX YCNYT, TaK Y TeM, KTO UX NPELOCTaBNAET: CKOPOCTb, OCTYMHOCTb, KOMKOPT NOyYEHNS
pasHOro poga CepemCcoB NMOCTOAHHO YBeNnUmBatoTCA. OfHAKO HOBbIE TEXHOIOM M HECYT 1 HOBbIE YIPO3bl
— Knbeppucku.
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K knbepprckam 0THOCATCS:

o XULLEHWE CPeACTB KMEHTOB (hHAHCOBbIX OpraHn3aLuii,

 (DMHAHCOBbIE NOTEPY CaMMX YUACTHUKOB PbIHKa,

 HapyLLIeHNe HaZIeXKHOCTM W HEMPEePbIBHOCTY NPELOCTaBNeHNS (PUHAHCOBBIX YCNYT,

® Pa3BUTME CUCTEMHOIO KpM3mca U3-3a Knbepartak, mopasvBLUMX KpYMHeLLne 6aHKW.

UT06bI KN6EPPUCKM HE NPUBOANIIN K TaKMM Cepbe3HbIM MoceACTBUAM, BaHk Poccum cneaumT 3a
KMOepyCTONUMBOCTLIO (IMHAHCOBbLIX OPraHM3aLLMiA, NpeLynpeXxaaeT nX 0 BO3MOXHbIX HOBbIX TMax aTak
1 crocobax pearmpoBaHus Ha HUX.

WccnepgoBaHuio NpobieMHbIX BONPOCOB KMbep6e3onacHOCTM AaHHbIX LM(POBOK NaaThopMbl,
aKTya/lbHbIX YIPO3 M MOUCKY peLLeHNiA nocBaLLeHbl paboTbl Kosnosold H. L., fosrana B. A., Jle6egsa C.
B., CksopuoBa M. 1., Tutapesa A. O., Xakumosa A. A. n ap.

B vacTHocTK, B paboTe [5] Kosnosa H. L. B coasTopcTse ¢ [JoBranem B. A. nogyepkuBaeTcs posb
METOA0B 3alMThbl JaHHbIX B YCNOBUAX pacTywWmUX yrpos, nogHUMaloTCa TEMbl BAUAHUA
Knbep6e3onacHOCTM B (DYHKLMOHMPOBaHUM OpraHu3aumii 1 npobnem, BO3HUKAKOLWMX B cepe
KnbepbesonacHocTw. Takxke [osranb B. A. aHanm3npyeT pucku MHPOPMaLMOHHON 6e30MacHOCTK,
aKLEeHT1Pys BHUMaHVie Ha HeOBXO4YMOCTY UHTEr paLm TEXHONOT VI 1 PETYNATOPHBIX Mep.

Ne6epb C. B. B cBOEM nccnegoBaHuy [6] paccmaTpmBaeT posib MIHHOBaLMOHHbIX TEXHOMOMIA B
ob6ecneyeHnn Knbepbe3onacHOCTU LMGPOBLIX NIaTPOPM, NOAUYEPKMBAA BOXXHOCTb UX afanTaumm K
COBPEMEHHbIM Yrpo3am.

Ckaopros W. . v Tutapes A. O. B CBOe# CTaTbe [7] yTBEPXKAAIOT, YTO HEMOHUMaHVe COTPYAHUKaMM
0COGEHHOCTE B3aUMOAENCTBIS 3/1EMEHTOB M MPOLLECCOB UH(OPMAaLMOHHBIX CUCTEM CO CpeAcTBamMu
3aLLMTbI MH(OPMALWY BNieYeT 3a CO60I HEOCO3HAHHOE MOBbILLIEHVIE YTPO3 MH(POPMALIMOHHOI 6e30MacHOCTH,
BO3HUKAIOLLMX BCMIEACTBYE B/IMAHUA Ye/TOBEYECKOr0 (hakTopa. ABTOpbI, B KaUECTBe NprMepa, MPUBOAAT
nccnefoBaHme, NpoBeaeHHoe “Jlabopatopmeli Kacnepckoro”, KoTopoe CTaBUT YeNOBEYECKMIA (haKTop
Ha BTOPOE MECTO NPUYUH MPOUCLLIECTBYIA B 06/1aCTN MH(OPMALMOHHON 6e30MacHOCTMW.

Takke, Xaknmos A. A. B CBOeM UCCNefoBaHMK [8] noAHUMAET BOMPOC BNAHWE UCKYCCTBEHHOMO
MHTEeNNeKTa B Knbepbe3onacHOCTU U NPUXOAUT K BbIBOAAM, YTO I NO3BOMUT YCUNUTB 3aWUTy OT
Knbepyrpos, crocobeH ynyynTb 0BHapy>KeHVe 1 pearmpoBaHue Ha Knbepyrposbl, CAeNaTb NpoLiecehl
ayTeHTU(MKaLMM 1 aBTOpU3aLIMY Bonee HaLEXHbIM, & TaKXKe NPefoTBPaTUTb (IULLIHT,

MOCTAHOBKA 3AAAYHN

PaboTa nocssLleHa aHanmsy npobnem Knbep6e3onacHOCTY AaHHbLIX LM(POBOM NiaT(opMbl B
KOHTEKCTe pacTyLLX KMGepyrpo3 v LMthpoBoi TpaHCchopMaLWn MHOPMALMOHHBIX cucTem 6aHKoB. Ocoboe
BHVMaHWe YeNSeTCA UCCIeL0BaHMIO B3aUMOCBA3V MEX/Y Ye/I0BEHECKVIM (DaKTOPOM, TEXHO/IOMMYECKUMU
YA3BMMOCTAMM M HEAOCTATKaMM B CUCTEMAX 3aLLMTbI, & TAKKE VX B/IMSHUEM Ha YCTONUYMBOCTb LIMPPOBbLIX
3KOCUCTEM.

Llenb paboTbl COCTOUT B UCCNE0BAHNUM NPOG/IEM, CBA3AHHBIX C COBPEMEHHbLIMU 0COBEHHOCTAMY
6e30MacHOCTU [aHHbIX LMDPOBOIA NNaT(opMbl, BKIOUAS aHaIM3 NPUUNH UHLUAEHTOB, OLEHKY
3()PEKTUBHOCTI CYLLIECTBYHOLLIMX MEP 3aLLUTbI U paspaboTKy MHUMM3ALMI PUCKOB, CBA3AHHBIX C YTEYKOM
VHhOpMAaL B MIH(OPMaLIMOHHBIX CUCTEMaX 6aHKOB.

3afaun paboTbl onpegeneHbl LeNblo UCCNeA0BaHMA U HanpaBieHbl Ha U3yYeHne OCHOBHBIX
0CO6eHHOCTel COBPEMEHHbIX Yrpo3 LM(poBbIM NnaTopmam B 6aHKOBCKOIA Chepe, BK/THOHas aTaku Ha
OCHOBE COLMaNbHOM NHXXeHepuK, (IULLIMHTa M 3KCTTyaTaumio yA3BUMOCTel B 06/1a4HbIX cpegax, 10T-
YCTPOMCTBaX U NepudepuiiHbIX cUcTeMax, aHasn3e NPUUMH JOMUHUPOBAHUSA YesloBEYECKOr0 (akTopa B
KMOEPUHLMAEHTAX, U3yYeHWs METOAVK MOBbILLIEHNSA OCBELOM/IEHHOCTY COTPYAHMKOB Yepes UMUTALIMOHHbIe
TPEHUHTN. Ba)kHOe BHUMaHWe yaenseTcs UCCNefoBaHUI0 PO UCKYCCTBEHHOTO WHTENNeKTa B
06HapY>XeHWN aHOMasIMiA, aBTOMaTM3aLMM pearnpoBaHns Ha MHLUAEHTbI U YCUIeHWe MEXaHN3MOB
ayTeHTUMKALLN, a TAKXKE OLeHKe 3(h(eKTUBHOCTUN MHTErpaLuy naatopmM kKnbepbe3onacHOCTH 415
aHanm13a yrpos 1 ynpasneHus UHUMAEHTaMy B peasibHOM BPeMEH.

[JocTxeHWe ykasaHHbIX 3afa4 N03BOIMT CPOPMUPOBATL CUCTEMHBIN MOAXOL, K MPOTUBOLENCTBUIO
yrpo3am, UCnosb3ys Kak TEXHONOMMYECKIE acreKTbl, Tak U YenoBevecKuiA hakTop, 4To COOTBETCTBYET
Tpe60BaHUAM LM(POBOI TPaHCHOPMaLN 1 PErYNIATOPHBLIM CTaHAapTaMm.
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METO/AbI

B nccnegosaHuy 6b1i1 UCMO/Mb30BaH KOMMNJIEKC METOLOB:

e MeTO/, CMCTEMHOrO aHasim3a NPUMeHeH ANS U3yYyeHus B3aUMOCBA3el MeXy YerloBeYeCKUM
(hakTOpPOM, TEXHONOrMYECKUMU YA3BUMOCTAMU, BKIOYad 06/1a4Hble cpedpl, 10T-ycTponcTea un
nepugepuiiHble CUCTEMbI, Y PETYNATOPHBIMU TPEOOBAHMAMM B KOHTEKCTE KNbepbe30nacHOCTH LIMKPOBbIX
nnathopm B feATe/IbHOCTN 6aHKOB;

e METO[ CTaTUCTUYECKOr0O aHamM3a 1Cnosb30BaH 415 06paboTKM AaHHbIX O KNOEPUHUMAEHTAX,
BK/1H04as JONH0 YTeYeK M0 BUHe COTPYLHMKOB 1 3PEKTUBHOCTL UMUTALMOHHBIX TPEHWHIOB;

e MeTO[, CPaBHWUTENbHOrO aHanM3a UCMoNb30BaH A/1A OLEHKN 3P(eKTUBHOCTU BHeLPeHUS
MNCKYCCTBEHHOIO MHTE/I/IEKTa B 06/1aCTb Kbep6e3onacHoOCTH;

e METO[ CMHTe3a 3afeiiCTBOBaH Mpu pa3paboTKe peKOMeHAaLMiA Mo MHTerpaumun nnatpopm
Knbep6e30nacHOCTW, 06beANHSAFOLLIMX MOHUTOPUHT, aHA/N3 Yrpo3 U YNpaB/ieH e MHLUMAEHTaMM B pea/ibHOM
BPEMEHMW, & TaKXXe /19 NonyveHns 0606LLEHHbIX Pe3ynbTaToB UCCeL0BaHSA, POPMYNMPOBKY BbIBOAOB
N 06LLMIX 3aK/THOUEHWIA.

PE3Y/IbTATbI

CerogHs obecneyeHvie Knbep6e3onacHOCTU HEOOXOAMMO NS 3allnTbl, BO-NEPBbIX, AAHHbIX,
XPaHALLMXCA 1 06pabaTbIBAOLLXCA Ha pecypcax MHNOPMALIMOHHBLIX CUCTeM 6aHKOB, BO-BTOPbIX, BCEX
LMpPOBLIX NpoueccoB. ToNbkKo Nb-0preHTUPOBaHHbIN MOAXOA K peann3auun cTpaternm Moxet
06ecneynTb ycnex TpaHC(hopMaLLMm Ha KaXKJ0M ee 3Tare.

[MepBOCTENeHHbIe 3aa41 — BHEPEHME METOLOB U MOMUTUK, HarnpaBIeHHbIX Ha NPeLoTBPaLLEHMe
HeXXenaTeslbHOro OCTyna, 06HapYXKeHMe HapyLLIEHUI 1 YCNELLIHOE 1 CBOEBPEMEHHOE pearMpoBaHyie Ha
NHUMAeHTbI 6esonacHocT. CeTeBast 6e30MacHOCTL, 6e30MacHOCTb KOHEUHbIX TOYEK, LUN(poBaHue
[aHHbIX, KOHTPO/b AOCTYNA, NaHbl PearnpoBaHns Ha UHUMAEHTbI M 06y4YeHMe COTPYAHMKOB, a TakxKe
0o6LLiee NOBbILLEHME OCBEAOM/IEHHOCTI MO/b30BATENEN CUCTEM U NPUNOXKEHWIA — OfLHN U3 KOMIMOHEHTOB
KOMM/IEKCHOTO MOAX0Aa K NOCTPOEHUIO apXMUTEKTYPbI Kbep6e3onacHoCTH.

BaHk Poccuy pa3BuBaeT CUCTEMbl MOHUTOPUHIA, UHTErpUpYIOLLME AaHHble 06 MHUMAEeHTax
VH(OpMaLOHHOI 6e30MacHOCTK, pe3yrbTarbl ayauTa v CLeHapum KnbepyyeHuin. CoBpemMeHHbIe MeTOAb!
1ccnefoBaHWin NaHUPYIOT Ucnonb3oBaHue RegTech- n SupTech- peLueHwWii ans aHanm3a pyckoB, YTO
MO3BO/IUT COBEPLLIEHCTBOBATb CUCTEMbI BHELLIHETO ayauTa MH(OpMaLMOHHOK 6e3onacHoCcTn. Cuctemy
BHELLIHEro ayaura niaH1pyeTcs BONAOTUTL B OTHOLLIEHWN:

® ay/IMTa Mo BOMpOCaM 3aLLyTbl UH(POPMALIM M OMepaLIiOHHON HaEXXHOCTH;

e ay/1MTa NOCTaBLLMKOB 06/1a4HbIX CEPBUCOB;

e ayanTa 6e30MacHOCTY MPUIOXKEHNIA.

B Tom umncre, baHk Poccum nnaHupyeT BHeApeHVe CUCTEMbI MOHUTOPUHIA U aHasIn3a OrnepaLyioHHbIX
PUCKOB OpraHu3auuii, bnarogaps Yyemy 6yayT npopaboTaHbl BOMPOCHI pa3paboTKM, TECTUPOBAHUS Y
nocneaytoLLein KOPPEKTUPOBKN METOAMKN OLLeHKN BO3MOXHOCTel GaHKOB BbISIBNATL VHLMAEHTI
VH(hOPMALMOHHO 6e30MacHOCT M OMepaLMOHHON HaIEXKHOCT, pearpoBaTh Ha HIX M BOCCTaHaB/IMBATLCA B
Cyyae Ux peasimsaupmn. 3T0 NMo3BO/ISET NPOrHO3MPOBAaTL Yrpo3bl M MUHUMU3MPOBATL NOC/EACTBIUA aTak [4].

OfiHako, HeCMOTPSA Ha [0BO/MLHO Pa3sBUTYHO CUCTEMY HOPMATMBHO-MPaBOBOIO PerynMpoBaHus
MeponpuATUIA Knbep3awuTbl, Hapsay € NPOABUHYTBIMU TEXHOMOrMYECKUMI paspaboTkamu,
KNOEPUHLMAEHTbI B FOCCEKTOPE M MPEANPUATUSAX MasIoro U CpefHero 6rsHeca XapakTepusyroTcs pOCTOM.
Mpw 3TOM, NPUYMHAMN MHUMAEHTOB B 23,8 % Ccny4aeB ABNAKOTCA BHELLHWE aTaku, a B 55% cny4vaeB —
[eNCTBUSA COTPYAHUKOB (COLMasIbHAs HXKeHepUs).

CoumasnbHas NHXeHepus BblLeNAeTCA Cpeay KoYeBbIX yrpos, no utoram IV keaptana 2024 roga
cTana npuurHoii 50 % KnbepaTtak Ha opraHu3aLmm 1 88% Ha YaCTHbLIX WL, [epBOCTENEHHbIM KaHaIoM
COLManbHOM MHXXeHepUM A5 OpraHn3aLuin aBNseTcs aNeKTpoHHas nouta (84%). 3n10yMbILLIEHHUKN
MCNO/b3YHOT B aTakax YTeKLLUVe NepCOHa/IbHbIE JaHHbIEe, B3/IOMaHHbIe aKKayHTbl OpraHu3auuii i MoryT
cO3faBaTb Ha MX OCHOBE NofAe/bHbIe. 3a paccMaTprBaeMblii Nepuo B pesynbTtare 53% yCneLuHbIX
aTak Ha opraHu3auum 6bii1a packpbiTa KOH(UAeHUManbHas NHpopMaLus, a HapyLleHne OCHOBHO
[eATeNbHOCTY KOMNaHuiA Habnroganocs B 32% MHUMAEHTOB. 3TO TpebyeT nepecMoTpa NOAXOLO0B K
00yYEHMIO COTPYAHWKOB 1 KIIMEHTOB Pacro3HaBaHMI0 (PULLMHIOBBIX aTak M MaHUMYNATUBHBIX CXEM.
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HoBble BUAbI aTak, Takune kak deepfake-3BOHKM 19 MOLLEHHUYECTBA, TakXXe TPebytoT agantaumm
Mep 3aLyThl. 10 faHHBIM 3KCMepToB Mo VB, 6aHKK, BHeAPSHOLLMe GUOMETPUYECKYHO 8y TEHTU(MKALWIO,
OCHOBaHHY!0 Ha W, cMornu CHU3UTb pUCK Takmx atak. CoepbaHK BHepWA roI0CoBYHO GUOMETPUIO 411
BEPUMNKALMN KIIMEHTOB, YTO MO3BO/IN/IO COKPATUTL KONUYECTBO NHLIMAEHTOB, CBA3AHHBIX C TENIEIOHHBLIM
MOLLIEHHNYeCTBOM Ha 80% 3a 2024 rog [9]. BaHK «OTKpbITVE» UHTErPUPOBasI FofI0COBYH GUOMETPUIO B
CUCTEMY BEPU(MKALMN KNMEHTOB, YTO MO3BONO NPeA0TBPaTUTL $15 MH NoTepb OT TeIlePOHHOro
MoLLeHHMYecTBa B 2025 roay [10].

Cpefu coBpeMeHHbIX METOL0B COLMabHOM MHXEHePHM 0COO0e BHUMaHWE 3aCNy)KMBAKOT aTaku,
ncnonb3ytoLye Al-reHepaTtopb! 45 CO34aHNsA PULLMHIOBBIX MCEM. ST NUCbMA OT/INYAKOTCS BbICOKOA
TOYHOCTbLHO U CMIOCOBOHBI 0OXOAWTb AaXKe MPOABUHYTbIE CUCTEMbI PUALTPaLMK. o AaHHbIM Kaspersky
322025 rog, 53% ycneLuHbIX aTak NPUBOAAT K yTeukam AaHHbIX, 8 32% — K HapyLLEHWHO OCHOBHO
[esTeNbHOCTY KoMnaHwi [11].

®unHr (0T aHr. fishing — pbl6Has NOBNSA, Bbly>XXMBaHWE) — B UHTEPHET-MOLLEHHNYECTBA, LIeSTb
KOTOPOTO MOJTyHeHVe UAEHTUPUKALMOHHBIX [aHHbIX N0/b30BaTes1eit. CoracHO MHTEHET-3anMCAM, BriepBble
TepmuH «phishing» 6b11 1CMOb30BaH M 3aMKCKPoBaH 2 AHBapsA 1996 1. YnomyHaH1e 06 3TOM MPOU30LLIO
B rpynne HosocTel Usenet nog HassaHnem «AOHell» [12].

B HacTosLLee Bpems CyLLECTBYeT MHOXECTBO METOZ0B uLLMHra. CnefyeT 106aBUTb, YTO (PULLIMHT -
araka, nmpu noMoLLY COTPYAHMKOB KOMMaHUW, MOXET NMPUMEHATb METO/bI COLIMaIbHOM MHXeHepun. Kak
npaBsuno, 3aLLmTe OT 4aHHOTO BMAa aTak KOMMNaHWUM yaensatoT Masio BHUMaHUS.

CoupasnibHas HXeHepUs ONpeaenseTcs Kak AenCcTBre N0 MaHUMy/IMPOBaHIO SO4bMU B COBEPLLIEHNN
[eVicTBUIA MNW pasriaLLeH N KOHMAEHLaNbHON MHopMaLmm [13].

O6y4eHue MH(OPMALOHHOM 6e30MaCHOCTI COTPYAHMKOB, HE UMEHOLLMX 6a30BbIX MPEeLCTaBEHWIA,
ABNSIETCA TPYLOEMKMM NPOLLECCOM. 15 CHUXKEHUS PUCKOB COLMAabHON MHXEHepPUN (PUHAHCOBbIE
OpraHun3auumn BHeAPSOT PerynspHble TPEHUHIU C UMUTaLMEN PULLMHIOBLIX aTak. CyLlecTByOT TPy
BapyiaHTa 00y4EHNI0 aHTUULLINHTY:

1) 3neKTPOHHBIE pecypcbl C MYETUNAUKALMOHHBLIM UILMOM;

2) 06yyatoLLIA TECT C 31eMeHTaMM MHMOT patnKK;

3) IHCTPYKLSA O NPOTUBOAECTBAV (ULLIMHTY.

CornacHo nccnegosaHuio A. B. Bunkosa, B. M. Jlntsuwkosa u b. A. LLIBbIpeBa BHeApeHne B
OpraH13aLio BCTPOEHHOTO NOAX0Aa K 06yHeHUIO € MCMOo/b30BaHMEM 00y4atoLLX MOMEHTOB B COYETAHN
C HarnA4HBIMU 1 [eCTBEHHbIMM Y4ebHbIMM MaTepranaMu No3BoaniI0 MAHMMU3NPOBATH LAHChI ObITb
NoLBEPrHYTHIMU MLLMHIOBBLIM aTakaM Ha 50%, YeM y TeX OpraHu3aLmiA, KTo He Npoxoaun obyyeHue [14].

Mpo6ema yCTONUMBOCTI COTPYLHUKOB 060V OpraH/3aLm K PULLMHIOBbLIM aTakaMm aKkTyasibHa v
TpebyeT KayeCTBEeHHONM NPopaboTKU. MOMUMO NpeACTaBMEHHbIX Bbille BapuUaHTOB 0OYYEHUIO
AHTUULLIMHIY Ha PbIHKE NPeACTaBNeH pAL NPorpaMMHbIX CPEACTB, NO3BOMAOLLMX MPOBECTU CUMYNALMIO
(PMLIMHIOBOW aTakK, a TakXKe NpoaHa/IM3MpPOoBaTh NOYYeHHbIe Pe3y/bTaTbl, YTO TaKXKe MOXET CTaTb
OT/INYHbLIM MHCTPYMEHTOM [/151 00Y4eHMA COTPYLAHNKOB Ha MPaKTUKe, K MpUMepy:

1) MopTtan Microsoft Defender;

2) Sophos Phish Threat;

3) Cymulate;

4) Phishing Readiness;

5) Gophish n gp.

3TN cUMYNALMM NPOBEPAIOT NONTUKN Y METOAMKM 6€30MacHOCTK, a TaKxKe 00y4atoT COTPYAHMKOB
MOBbILLEHMO MX OCBELOM/IEHHOCTU 1 CHUXKEHWIO X BOCMIPUMMYMBOCTM K aTakam.

Mo cTaTucTuKe, B 60NLLUMHCTBE KOMMNaHWA BO BPeMS MepBbIX Y4eHWin okono 30% COTPYLHUKOB
MonasaroTcs Ha PULLIMHS, 04HaKO Brarofaps NepuoauyecKMM y4ebHbIM aTakam 3ta Ligpa CHKaeTes
[0 2% 1 Huxke [15].

BHeapeHue nckyccTBeHHOro nHTennekTa (MN) B cucTeMbl MOHUTOPMHIA Yrpo3 YXKe IeMOHCTPUpYeT
3HaumnTe/bHble pe3ynbTarbl. Hanpumep, 6aHK «Asbdax» COKpaTuI BpeMs pearmpoBaHus Ha MHLMAEHTbI
Ha 50% nocne uHTerpaumn A B nnatgopmbl SIEM/SOAR, UTo NOATBEpXAaeTCs cTarucTmkoin Microsoft
Security 3a 2025 rog, [16]. 3dhdeKTMBHOCTL 06yHeHMS COTPYAHUKOB TakxKe nogTeepxkaaetcs: B Citibank
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YPOBEHb YA3BAMOCTM K (IULLIMHIY CHU3WCS ¢ 25% [0 1,5% 3a rog, 6arofaps UMUTaLUWIOHHBIM TpeHUHram [17].
OfiHaKo HOBbIe Yrpo3bl, TaKME Kak aTaku ¢ ucrnosb3osaHem deepfake-ayamo ais ummraumm ronoca
CEO, TpebytoT aianTaLuu CyLLecTByOLLMX Mep 3awuThl [3].

MocnencTems ycnewwHbIX KubepaTtak B 1V KapTasie npoLUeLlero rofa UMenm pasHbole UCXoabl,
KOTOpbIE 3aTPOHY/NM KaK OTZE/NbHbIX M0/Ib30BaTeNeN, Tak M OpraHu3aLmnm.

YTeuka KoHpUaeH umabHoid nHgpopmay vy I 53%
Hapy wweHue ocHosHol festensHocTv NG 320
Mpsmble huHaHcosble notepy T 6%

Yuep6 nHtepecam rocy sapcrsa I 6%

icnonb3oBaHWe pecy pco B Op rAHM3ALMIA st
Mp 0Be A HIS1 aTak

B 4%
Opyroe M 5%

HenssectHo N 13%

0% 10% 20% 0% 40% 50% 60%

B OpraHusauum
Puc. 1. MNocneacTensa atak Nno Aose yCnewHbIX aTak [11].

MpecTynHMKK, KaK 1 BeCb rof, COCPej0TOMMBA/IN CBOE BHMaHUE Ha KpaXKe KOH(UAEHLMaNbHOM
nHopMaLmn (53% ycneLuHbIX aTak) v HapyLLeHWU OCHOBHOM feATenbHOCTM (32%) (Puc. 1) [11].

rocyaapcTBEHHOE PerynmpoBaHue ABNISETCA BaXKHBIM aCMeKTOM B 06ecneyeHn KnbepycTonumBoCT L.
C uenbio co3aaHuns ycnosuid Ana 6e3onacHoOro BHeApeHUs LMU(POBbIX TEXHONOIMIA U 06ecneyeHns
TEXHO/IOTMYECKOro cysepeHuUTeTa baHK Poccun hopmumpyeT TpeboBaHUA K 3aluTe AaHHbIX A/
NnaThopmbl L(HPOBOro pybns, BKKOYas:

® MexaHn3Mbl 06HaPYXXeHWS aHOMa/IUIA B TPaH3aKLMAX (MOHUTOPVHT ONepaLiuii C LeNbHO BbISBNEHNA
aHOMaNui, yKasblBatoLLMX Ha BO3MOXHbIe MOLUEHHWYECKME [eliCTBMA, a TaK)Ke KOMMpPOMeTaLuto
YHaCTHVKOB NNaTqopMbl);

© 1ICM0/1b30BaHNEe POCCUNCKMX KPUMTOTpativuecKux CTaHAapToB;

e TECTVPOBaHVe annapaTHbIX Mogynei 6e3onacHocTy [4].

Oco6yto aKTya/lbHOCTb NPUOGPETAOT YrPo3bl, CBA3aHHbIE C BHELPEHMEM TEXHOIOT I LpOBOro
py6ns. o aaHHbIM baHka Poccuu, TpeboBaHKs K nnaropme LpoBoro pyosis BKIKUAOT 0683aTe/IbHoe
MCMO/b30BaHE POCCUIACKNX KPUNTOrpanyeCcKnX CTaHAapTOB Y MeXaHW3Mbl 0OHaPYXXeHU aHOMa Il B
TpaH3aKuuax . Hanpumep, TecTmpoBaHve annapaTHbIX Mogynei 6esonacHocT (HSM) nokasasno, uTo
UX MHTErpaums ¢ niaropmamm Knbep6e3onacHOCTU CHMXKAET PUCK KOMIMPOMETALMKN AaHHbIX Ha 50%.
370 CcBA3aHO € TeM, 4To HSM 06ecrneunBatoT 3aLLMLLEHHOE XPaHEHWE KPpUNTOrpauuecKmX KKoUen 1
BbINO/IHEHVIE OMepaLvii LUM(POBAHNS, UCKITHOHAs UX SKCMO3MLLMIO B NPOrpamMMHOI cpege.

Mnardopma Knbepbe3onacHOCTY CO3AaHa /15 TOro, YTOObI KOMMaHUM MOTTIM 06bEeAVHSATD B €ANHOE
LIe/10e MOHUTOPUHT, aHa/IM3 U KOHTPO/1b BCEX MCTOYHMKOB [iaHHbIX, HA BCEX YPOBHSAX 6E30MacHOCTY, a
TakKXkKe NOBbILLIATL YPOBEHb 3aLLMTbI, MacLLITab1PyeMOCTb 1 MPOU3BOAUTENIbHOCTb.

BaXXHbIM NpenMyLLECTBOM MPUMEHEHNS NNaThopMbl KMbepbe3onacHOCTY ABNAETCA pacLuMpeHHas
BMAMMOCTb. B npouecce LuthpoBoro npeobpasosBaHys 6aHKM 4acTo CTa/IK1BAETCA C Npobnemamu n3-3a
pa3Ho60s CBOMX LMPOBbIX PECYPCOB 1 HEOOXOAMMOCTU NOAAEPXKMBATL MONb30BaTeNel, 061a4Hble
pa3BepTbIBaHYSA, CETU M YCTPOCTBA C Pa3/INUHbLIMU ONePaLMOHHLIMI CUCTEMaMW, B Pa3NUYHbIX Cpeaax
1 nokaumsx [18].
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KpuTnyeckmmuy ocTatoTcs yA3BMMOCTU B 06/1a4HbIX cpegax u loT-ycTpoictax. 10 faHHbIM
nccneposaHunia, 20% komnaHuii No Bcemy Mupy yxxe B 2018 rogy cTaikKmBauch ¢ atakamun Ha loT-
YCTPOMCTBA, & POCT UX Y1Ca NPOJOIKAET yBenmumBaTth pucku [19]. CoBpeMeHHbIe nccnesoBaHus
MOATBEPXKAAIOT, UTO YA3BUMOCTU B 10T 1 06/1a4HBIX CEpPBUCAX OCTAKOTCA K/IHOUEBbIMMW Yrpo3amMu [/15
6aHKoBCKoW cpepbl [20]. AN MUHUMU3ALMMN TaKUX PUCKOB BaHKW BHEAPAKOT CUCTEMbI YNpaBneHNs
naeHTUMKauvein n goctynom (IAM), KOTOpble NMO3BO/AIOT KOHTPONMPOBATb AOCTYN K 06/1a4HbIM
pecypcam 1 CHUXXaTb BEPOSTHOCTb HECAHKLIMOHUPOBaHHBIX 3arpocoB [21].

Mnathopmbl 6e30MaCHOCTI NPeLOCTaBNAOT LUMPOKMIA PYHKLMOHAN A5 cbopa faHHbIX, 06ecrieymnBast
BMAMMOCTb MO BCEM BEKTOPaM: 00/1aK0, 3MIEKTPOHHAA NOYTA, CETb, KOHEYHbIE M MOOU/IbHbIE YCTPOICTBA,
Be6-Cyx6bI 1 ycTpolicTsa l0T. MnatdhopmMbl LOMKHBI BIUCHIBATLCSA B KOPNOPaTUBHYHO UT-3kocuctemy
1 B BU3HEC-MPOLECCHI, a TaKXXe UHTerpupoBaTbCsi C NPOAYKTaMM NapTHEPOB, LOMOJHAA CBOU
BO3MOXHOCTU. K HUM oTHOCsTCS: SIEM/SOAR, ynpasneHvie naeHTuduKaLmein 1 4ocTyrnoM, oLeHKa
YA3BUMOCTEM, MPOLLECC YNpaB/ieHNs UCNPaBIeHNSIMI, CUCTEMbI 06paboTKM ob6patleHuniA B IT-ciyxoy,
aHaNMTUYeCKMe AaHHbIe 06 yrpo3ax 1 MHOroe Apyroe (puc. 2).

Bnarogaps pacLUMPeHHO BUAUMOCTW U KOHCONMAMPOBaHHbLIM PYHKLMAM 6e30MacHOCTY niaTgopma
Knbep6e30nacHOCTM MOMOraeT 6aHKam /lydLe NOHUMAaThb KM6eppucKm, 06MeHMBaTLCS MHKDOPMaLMei 0
HUX 1 YNPaBsTb UMW, a LIEHTPaIM30BaHHbI aHa/IU3 IBISETCA BXKHENLUVM YCII0BUEM [/ 06ecrieyeHms
6e30MacHOCTM BCE KOMMaHUMW.

A N

."Ilf I‘\

( Hnenmnduka LIS ﬁ'l

4 onacHocTeii
— 2N e W
\0’:\ N -,

/ i N\ / \
PHMCHEHHE s, / \

Hoentndmkaums |
I aBapHHHbIX | A b 2 |
. | VAIBHMOCTEIH

4 ILUTaHOB ___h-"“'m : \ J /
N / v \“\.\\ | /

\ M\-._ﬁ"’
II 7llll 1
| Cucrema
| knOepOe3onacHoCcTH J ;
\ ! o
P — / - ."
o ‘\\ \ /,f -
ra
i \ i / / N\
PazpaboTka A f \
wawpliﬁnbm H| — | Onenka II
! Bt ' / \ PHCKOB |
\ TUIaHOB \ |

7 \\J o
( Paspabotka mep

3aLIHThl H |
oOHapyxeHHs  /

.\H;_/

Puc. 2. CTpyKTypa L1poBoii NnaTdhopMbl KMGep6e30nacHOCTY (Paspadoraro astopani)
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HenpepbiBHas OLEHKa PUCKOB ¥ Yrpo3 No3BosiseT BUAETb W YCTPaHATL BCHO NMOLO3PUTENbHYHO
aKTMBHOCTb. EAVHbIA MexaHM3M aHain3a 6e30MacHOCTM, KOTOPbIA UCMONb3YeTCs Ha niatgopme,
06neryaet BbINOIHEHVE 3TOW 38241, LLEHTPa/IM30BaHHO aHaIM3MPYA AaHHbIe, MOCTYNatoLLMe Kak oT
COOCTBEHHbIX CpeAcTB 06ecneyeHns 6e30MacHOCTH, Tak U OT CTOPOHHUX peLleHunid. Kpome Toro,
npevmyLLIeCTBamMm MiaTopMbl Knbepbe3onacHOCTU ABNSETCH 06ecneyeHe BCeCTOPOHHEN BUAUMOCTY
W HenpepbIBHas OLEHKA KNOepp1CKOB, YTO NMO3BOMSET CO3AaTb YCN0BUA 419 YCTPaHEHWS Knbepyrpos v
CHMXXATb NOCNeLCTBUA aTakK.

A. C. Annees, M. M. beskopoBaliHblii 1 A. J1. TaTy308B B CBOUX paboTax BblAeNAH0T NPOaKTUBHYHO
CUCTEeMY pearvpoBaHUs Ha BHYTPEHHVE U BHELLIHWE BbI30Bbl 1 YIPOo3bl KNGEpnpoCTpaHCTBa, KOTopas
OCHOBbIBaeTCA Ha rmokoi metogonorum Agile, 4na agantaumm KOMaHzbl NOL HOBbIE UCTOYHUKM
Knbepyrpos [22].

Bnarogaps MHTerpawymn Bcex ypoBHein 6e30MacHOCTY MOSB/SETCH BOSMOXHOCTb BECTW aHa/N3 PUCKOB,
noy4yath NPoaHa/IM3MPOBaHHbIE JaHHbIE O HUX M NPeANPUHMMATL MPaKTUYECKME LAY MO YCTPaHEHMIO
pa3/IMYHbIX BUAOB PUCKOB, KOTOPLIM MoABepraeTcs 6aHK. Ecnv yrpo3sa 06HapyxeHa, aHanuTuku Nb
MOTYT OMpPeAenTb €€ TUM U UCTOYHUK, Y3HATb, MOMYHUN NN 3/10YyMbILLIEHHUKM AOCTYN K CUCTEME,
06HapY>X1Tb TOUKY BX0Za, OTCNEAUTb Aa/lbHelLLee NepemeLLeHe Yrpo3bl N0 OpraHn3aLmm 1 To, Kakue
[encTBUSA NPeanpUHUMaIMCL — BCe 3TV BO3MOXXHOCTW NPeSOCTaB/IfeT eanHas KOHCO/b. MOCKObKyY
nnargopma KoppenupyeT AaHHbIE M aHaIM3MPYET KapTUHY B LIE/IOM, KOMMaHUSA MOXET 6bICTPO BbISB/ATH
cobbITUA U pearnpoBaTb Ha HUX. ITO MO3BOMIAET MUHMMMU3NPOBATL MOC/EACTBUA aTaku w
COBEPLLEHCTBOBATL MPOTOKO/1bI 6e30MacHOCTU, YTOOLI NPeAOTBPATUTL CreaytoLve ataku (Puc. 3) [23].

[o nossneHus nnatopm Kmbepbe3onacHOCTN 6aHKaM NPUXOAMIOCH UCMO/b30BaTb MHOXECTBO
TOYEYHbIX PELLEHNIA ANA 3aLLUMTbl OTAENbHbIX 613HeC-NpoLeccoB. OHAKO, YeM 60/IbLLE PA3PO3HEHHBIX
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Puc. 3. Yrpo3bl Knbep6e3onacHOCTM AaHHbIX LIMPOBOIA NNaTqopMbl [23]
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MHCTPYMEHTOB K16ep6e30macHOCTY UCMO/b3yeTcs, TeM MeHee 3(h(eKTUBHA 3alumTa. MNprmMeHeHve
OTZe/bHbIX Pa3pO3HEHHBIX PELLIEHNIA MPUBOAUT K MOSB/IEHIO OpeLLIei B cucTeMe 6e30MacHOCTU, KOTOPbIMU
MOTYT BOCIMO/1b30BaTbCA 3/10YMbILLINEHHWKW, MOTOMY BaXKHa KOHCOMNAALMA JaHHBIX U aHaNIMTHKA B
macLuTabax BCcei opraHu3aLym, YTo Nno3BONSET BbIAB/IATL aCMEKTbI, KOTOPbIe OTAE/bHbIE MEXaHU3Mbl
3aWnTbl 06HAPYXXMTb HE B COCTOSHUN [24].

CoBpeMmeHHbIe N1aT(opMbl KMbepbe30nacHOCTY aKTUBHO BHEAPSHOT UCKYCCTBEHHbI UHTEN/EKT 419
aHa/m3a NoBeeHYIA NMOMb30BaTe/eN 1 0BHaPYXKeHWS aHOMaWIA. BapuaHTbl MCMO/b30BaHKS 6e30MacHOCTH
W, roe oH ByneT Havnbonee adpekTrBeH (Tabn. 1).

Tabnuua 1. BapuaHTbl Ucronb30BaHms 6esonacHoctv A *

PacnpocTpaHeHHbIe
Cny4aun ncnosb30Ba-
Hus 6e3onacHocTn NI

OnuncaHune

Cuctembl VA npoBepstoT NaTTepHbI NoBeAeHUs Mo/b3oBaTeneld npyu Bxoae
B CUCTEMY A1 BbISIBMIEHWS1 aHOMA/IbHOr O MOBEAEHMNS, aBTOMATUYECKI aKTU-

KOHTpONL AOCTYMa U BMPYIOT AOMOMHUTENbHbIE NPOBEPKY (MPUHYAUTENbHaS [BYX(aKTopHas ay-

ayTeHTUmKaum

[0/1b30B AT TervleqOMKau,m) nam cbpoc napons Npy BbIMOSHEHWUWU ONpefeneHHbIX YCo-
BUIA, BDEMEHHOE OrpaHVyeHVie BX0Aa Mo/b30BaTens B CUCTEMY MPU BEPOAT-
HOCTM KOMMPOMETaLMM aKKayHTa.
Anroputmbl I oTCnexrBaloT Bce YCTPOMCTBA OpraHu3aumn, KOHTPONuU-

Sawurel  nepudepnit- | pyroT akTUBHOCTb MX MO 1 aHTUBVPYCHOM 3alMThl, aBTOMATUYeCKN 0BHa-

HbIX YCTPOICTB PY)KMBAOT MPU3HAKN BPEAOHOCHOM aKTUBHOCTW W Apyrve [oKasaTe/sbCTBa

K1GepaTaky Ha yCTPONCTBA OpraHn3aLmy.

ObnauHas  6e3onac- | I nomoraer KomaHam 6e30MacHOCTV NOAYYnTb NPeAcTaB/eHne 0 pucKax
HOCTb 1 YA3BUMOCTSX B X MYNIbTUOB/IRYHON Cpefe.
PacluvpeHHoe 06HapyXeHue n pearvposaHue (XDR) u uH(opmaums o
6e30MacHOCTW 1 pelleHus Ans ynpasneHns cobbiTvamm (SIEM) ans BbidB-
NeHnst Knbepyrpos no Bcemy npeAnpuaTuio. PewweHns XDR oTcnexusaioT
OG6Hapy»eHne  Kube-
DyTPO3 KOHEeuYHble TOUKW, 3MIEKTPOHHYIO NOYTY, WAEHTU(UKALMOHHbIE AAaHHbIE Y

06nayHble NPUIOKEHNS Ha NPeaMeT aHOMalbHOr O MOBELEHNA 1 CO0OLIAI0T
KOMaHze 06 MHLMAEHTaxX UM pearmpytoT aBTOMaTUYeCckn B 3aBUCUMOCTU OT
npaB w1, ONpefeeHHbIX onepauusaMmn 6e30NacHOCT.

NN pna nogHTUGMKaLMM M MapKUPOBKM KOH(MAEHLMANbHBIX AaHHbIX BO
Bceli cpede (MH(pacTPyKType opraHu3auumn Uamn B 06/1a4H0e NPUIOXKEHME),
06HapY>KeHMM NOMbITOK BbIBOAA fAaHHbIX M3 KOMMaHUK, GIIOKMPOBKE U CO-
06LLeHm 0 Npobreme.

MW nomoraeT ngeHTUPMLMpoBaTh U COMOCTaB/ATL HaMbosee nosesHble Co-

3aLura nHp opmaupn

PaccrefoBaHue WHUM-
[EHTOB W pearmpoBa-
HWE Ha HUX

BbITUSA 13 HECKONbKUX UCTOYHMKOB AaHHbIX, 3KOHOMS [paroLeHHoe Bpemst
cneuuanmcTos. MeHepaTBHbIA W ele 60/bLUe YNPOLLAEeT pacciefoBaHue,
nepeBoAs aHaNM3 Ha eCTECTBEHHbI S3bIK M OTBEYas Ha BOMPOChI TaKkke Ha

€CTECTBEHHOM A3bIKE.

* CoCTaB/IeHO aBTOpamu

Oco60e BHMMaHWe B pe3yrnbTarax UccnefoBaHns yaeneHo aHanmnay ahheKTMBHOCTY BHeAPEHUSA
NCKYCCTBEHHOI 0 NHTeNnekTa (M) B cuctemMbl KnbepbesonacHocTu. Mo gaHHbIM Microsoft Security 3a
2025 rog, 6aHku, nHTerpuposasLuvie I B nnatdopmel SIEM/SOAR, cokpatunv Bpems 06HapyXeHns
yrpo3 Ha 60 %, a aBTOMaTM3aLMA pearmpoBaHNs Ha UHLWAEHTbI MO3BO/Ia MUHUMU3NPOBATb NOCNEACTBUA
atak Ha 45 %. Hanpumep, 6aHK «Anbhax» BHeAPWU aIfTOPUTMbI MALLMHHOTO 00yYeHNs 419 aHam3a
TpaH3aKLMi LMGPOBOTro Py6As, HTO MO3BO/IIIO BbISB/SATH MOLLEHHUYECKIE OMepaLn B peXXKMME PeasbHOr0
BPEMEeHM C TOYHOCTbLHO 98 %

[na nnatopMm Knbepbe3onacHOCTU UCKYCCTBEHHbIA UHTE/NEKT MOXET CTaTb He3aMeHUMbIM
VHCTPYMEHTOM, Npeobpasys NOAXOAb! K 3aLLMTe JaHHbIX M MH(PaCcTPYKTYpbl. ABTOMaTU3aLIMUSA NaTTePHOB
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noBe/eHNs NOb30BaTeNEN, MOHUTOPUHT YCTPOWCTB OpraHu3aLmmn, 06HapyXeHve yrpo3 B 06n1ake u
OnepaTMBHOE pearvpoBaHne Ha MHLMAEHTbI NMO3BONAKT 6aHKaM He TO/IbKO MPOTUBOCTOSATb CI0XKHbIM
aTakam, HO 1 npeayragbisatb pucku. BHegpeHue NI ¢ pewweHnammn XDR, SIEM v cuctemamu 3aLluThl
[aHHbIX MOBbILLIAET TOYHOCTb 06HAPYXKEHMA AHOMAINIA, COKPALLIAET BPEMSA pearnpoBaHus 1 CHUXKAET
Harpys3Ky Ha crieLyianmcToB MHOPMaLIMOHHOM 6e3onacHocT [10].

Celyac ncnonb3oBaHWe efnHbIX M1aT(opm Knbepbe3onacHOCTU eLLe 6os1ee BaXKHO, YeM Korga-nmobo,
MOCKONbKY 6aHKM 1 cneunanucTtbl No VIB CTankmearTcA € NMOCTOSHHO PacTyLLei COXKHOCTHIO
obecrieveHns Knbep6e30nacHOCTU. 3TO CBA3aHO C LM(POBOIA TpaHC(opMaLein MHOPMALWOHHBIX CUCTEM,
C PaCTYLLIMM YIC/IOM COTPYLHMKOB, KOTOPbIE paboTatoT YAaIleHHO 3a NePUMETPOM KOPropaTVBHOM CETH,
a TaKXKe C HEOBXOAMMOCTLIO0 06eCneunTb KOHPUAEHLMAIBHOCTD aHHbIX M COOTBETCTBYE TPEGOBAHMAM
perynaTopos. B pesynsTare NoBepXHOCTb KMbepaTakm NOCTOAHHO Pa3BUBAETCH U YC/IOXKHAETCA, TaK
4TO 151 LLeNIOCTHOrO, MPOCTOro 1 3(hPeKTUBHOTO KOHTPO/SA PUCKOB M YIrpo3 KMbep6e3onacHOCTY HeobXxoaym
eqVHbIA Noaxog [25].

Mo mMepe pocTa NMOBEPXHOCTU aTakn PacTyT M BO3MOXHOCTY aTakytoLwux. MocKobKy AeicTBmSA
3/10yMbILLIIEHHWKOB MOCTOSHHO COBEPLLEHCTBYHOTCS, 6aHKV SO/HKHBI MOCTOSAHHO NOMHUTH O BO3HUKAHOLLIMX
PUCKaX M CO3HABATb NX OMacHOCTb AJ1 CO34aHNs CUCTEMbI MPOAKTUBHOM 3aLLWTbI OT Yrpo3, a TaKXKe
OMNepaTMBHO BbIAB/ATb YA3BMMOCTM U pearmpoBath Ha CobbITMA 6e30MacHOCTY.

BbIBO/bI

Takum 06pa3oM, NPUMEHEHME LIEIOCTHOTO NOAX0AA K XXM3HEHHOMY LKy NMOBEPXHOCTY KbepaTaku,
6narogaps LeHTpa/M30BaHHON CrcTeMe LiMpoBoi N1aT(opMbl K6epbe30nacHOCTY aHHbIX 1 06y4eHMo
COTPYAHWMKOB pacro3HaBaTb Knbepyrpo3bl, BO3MOXHO CO3AaHue YCNOBWIA AN AeTaN31pOBaHHOM
aHaIMTUKM KNGepyrpos B COCTaBe:

1. laHHble 0 NOBEPXHOCTY aTaku (Harns4HOe NpesCTaB/eHNe O CBOMX KNOeP-aKTUBAX U 0 BO3MOXKHBIX
BEKTOpAX ataku);

2. OueHKa p1cKa (aHanMTHYecKas MH(opMaLys 06 YA3BUMOCTAX U MOABEPXKEHHOCTU PUCKY);

3. CHWXeHwVe ylLiep6a Mo NocneACTBUAM aTakm (3a4erCTBOBaHE 3aLLMTHBIX CPELCTB C NPUHATUEM
OTBETHbIX Mep);

4. YHU(MKaLWA 1 YNPOLLEHVe aHAIMTVKIN U KOHTPONSA (NoBbILLeHMe 06LLeli 6e30MacHOCTM, Hapsay C
yryuLLeHvieM 3peKTUBHOCTH, MacLLITabnpyemMoCTy 1 NPOU3BOAUTENIbHOCTM CUCTEMbI B LIESIOM).

[na ycToumBocTy K 6yayLimm yrposam 6aHKW LOSKHbI MHBECTMPOBATL B NiaTopMbl
Knbep6e30nacHOCTU, 06bEANHAIOLLVIE MOHUTOPWHT, aHa/U3 U pearvpoBaHune B e4VHOM UHTepdelice. 3To
COKpATUT BPeMS pearvpoBaHns Ha MHLMAEHTbI Ha 60 % 1 NOBbLICUT OBEPUE K/IMEHTOB, KaK MOKa3aHo B
nccnegosaHuax Trend Micro [26]. Kpome TOro, BHepeHNe nporpamMM HenpepbIBHOTO 06yyeHUs
COTPYAHVKOB, BK/IHOUAsA CUMYNALMU (PULLMHIOBLIX aTak, MNo3BOIUT CHU3UTL BOCMPUMMYMBOCTL K
MOLLEHHNYECTBY [0 2 %. BaXKHO TakKe y4uTbIBaThb POCT YaaeHHOM paboTbl 1 0 T-yCTPOIACTB, KOTOpbIe
pacLLUMPAOT NOBEPXHOCTb aTak 1 TPebyHoT afanTauymn CTpaTernii 3awuTbl.

B 3ak/toueHme 0TMETUM, YTO Nnnatdopma Knbepbe3onacHOCTY B IeATE/IbHOCTIN 6aHKOB BK/TOYAET B
ce6 MHCTPYMEHTbI 415 3 PEKTUBHOIO NPeLOTBPaLLEHNs, 0GHAPYXKEHUA U pearnpoBaHus, KOTopble
MO3BONSAIOT YNPaB/ATb CHUXKEHNEM PUCKOB MO BCEW NOBEPXHOCTM Knbepataku. OHa TpebyeT 6anaHca
MEX[Y TEXHOMOrMAMM, NOLbMM U PETYNATOPHLIMW MeXaHU3MamMu. Ycrex o6ecreynBaeTcs He TONbKO
BHEZpPEeHVEM NepesoBbIX PELLEHWIA, HO 1 CUCTEMHbIM MOAXOLOM K 06yYeHWI0, ayanTy 1 ajantauum K
pa3BMBalOLLMMCA yrpo3am. ViccnenoBaHve NOATBEPXAAET, YTO TONLKO KOMIM/IEKCHas cTpaTerus,
YUMTbIBaKOLLAA BCE aCMeKTbI LM(POBOI 3KOCUCTEMBI, CNOCO6HA MUHVIMW3MPOBATL PUCKU 1 06eCTeUnTb
YCTONUMBOCTb B YCNI0BUSX [106a/bHON LMthpOoBOI TpaHCchopMaLm MHPOPMaLMOHHBIX CUCTEM 6aHKOB.

CMNNCOKNTEPATYPbI

1. KnbepbesonacHocTb M uudposas TpaHchopmaums: 3 rMaBHbIX TEHAEHUMU 3alMTbl AaHHbIX. — URL:
cloudnetworks.ru/analitika/kiberbezopasnost-i-tsifrovaya-transformatsiya-3-glavnyh-tendentsii-zashhity-dannyh/
(pnata obpatLieHus: 17.04.2025).

2. CemeHbIveB, A. [MporHo3 passuTuS pbiHKa MHGopMaLoHHo 6e3onacHocTy B 2025 rogy / Anekceid CemeHbI4eB
/I CNews. — 2025. — URL.: safe.cnews.ru/news/line/2025-03-06_garda_prognoz_razvitiya (gata o6palieHums:
17.04.2025).

84

Hay4HbIlh BeCTHUK: PrHaHCbI, 6BaHKKU, MHBECTULMM - 2025 - No 2




BoiiueHko O.B., ®aguHa HO.HO. Knbep6e3onacHOCTb AaHHbIX LIMPPOBOI NnaTthopMbl B AeATENbHOCTY 6aHKOB

3. CaHKUMM 1 LLNNOHAX: KaKne KNO6EpPPUCKM YrpoxKaroT 6rnsHecy 1 nonb3osatensm B 2025 rogy // Forbes. —
2025. — URL: www.forbes.ru/tekhnologii/531090-santaz-i-spionaz-kakie-kiberriski-ugrozaut-biznesu-i-pol-zovatelam-
v-2025-godu (fata o6palleHus: 17.04.2025).

4. baHK Poccun. OCHOBHbIE HanpasfeHWs pa3BuTUA HGOPMaLMOHHO 6e30MacHOCTY KpeaUTHO-(hMHAHCOBOIA
cthepbl Ha 2023-2025 rogpl. — M.: LIb P®, 2023.

5. Ko3nosa, H. LLI. Knbep6eszonacHocTb 1 MHopMaLoHHasa 6e30nacHOCTb: cxoacTea v otanyms / H. L. Kosnosa,
B. A. [losrans // BeCTHUK AfbIreliCKOro rocyAapcTBeHHOro yHnBepcuteTa. Cepusi 4; ECTeCTBEHHO-MaTeMaTuyeckme
N TeEXHUYeCKme Haykn. — 2021. — Ne 3(286). — C. 88-97. — DOI 10.53598/2410-3225-2021-3-286-88-97. — EDN
VSEERU.

6. lebeapb, C. B. VIHHOBaLMOHHbIE TeXHONOIMK B cthepe knbepbesonacHocTu / C. B. Nlebenp // CoBpemMeHHble
MH(OpPMaLMOHHble TexHonorum n NT-obpazosaHne. — 2022. — T. 18, Ne 2. — C. 383-390. — DOI 10.25559/
SITITO.18.202202.383-390. — EDN KPPPAC.

7. Cksopuos, . INM. O npobneme 4enoBe4eCcKoro (aktopa B 06ecneveHnn MHPHopPMaLMOHHOR GesonacHocTn /
W. M. Ckeopuos, A. O. Tutapes // Bo3ayLLIHO-KOCMUYECKME CUMbI. Teopus U npakTnka. — 2022. — No 23. —
C.106-113.—EDN HYFMVI.

8. XaknmoB, A. A. posb UCKYCCTBEHHOTO MHTEN/EKTa B KnbepbesonacHocTv / A. A. Xakumos // Universum:
TeXHM4Yeckme Haykn. — 2023, — Ne 11-1(116). — C. 58-59. — EDN JVXBHC.

9. OcTopoxHo: anndelik! Kak y3HaTb MoLIeHHMKa Ha BUgeo // CbepbaHk. — 2025. — URL.: www.sberbank.ru/ru/
person/kibrary/articles/ostorozhno-dipfejk-kak-uznat-moshennika-na-video (fata oopateHus: 18.04.2025).

10. Y10 Takoe I ansa knbepbesonacHocTn? — URL: www.microsoft.com/ru-ru/security/business/security-101/
what-is-ai-for-cybersecurity (aata obpatueHums: 14.03.2025).

11. AxTyasnbHble Knbepyrposbl: 1V ksaptan 2024 roga— | ksaptan 2025 roga. — URL: www.ptsecurity.com/ru-ru/
research/analytics/aktualnye-kiberugrozy-iv-kvartal-2024-goda-i-kvartal-2025-goda/ (gata o6patyeHus: 11.03.2025).

12. History of Phishing / phishing.org. — URL: www.phishing.org/history-of-phishing (date of the application:
16.03.2025).

13. baeBa, Y. M. O630p cpeacTB 415 cuMynaumm ULINHIoBbIX atak / Y. M. baeBa, B. U. Kypakos, A. C. XyaaasH
// BeCTHMK Haykun. — 2022. — T. 2, Ne 5(50). — C. 71-77.— EDN EAUCNA.

14. BunkoBa, A. B. BcTpoeHHOe 00yyeHMe KaK 3/IEMEHT HEMPEPLIBHOIO 06yYeHWst MH(OPMaLMOHHOM
6e3onacHocTh / A. B. Bunkoea, B. M. JInteuwkos, b. A. LLIBbIpeB // MeHuTeHUMapHas Hayka. — 2020. — T. 14,
Ne 1(49).— C. 135-141. — DOI 10.24411/2686-9764-2020-10044. — EDN XIDPSR.

15. Kak B3/10MaTb CBOUX COTPYAHUKOB C NOMOLLGHO (DULLIMHIA U 3a4em BaMm 3To aenatb. — URL: rb.ru/opinion/
hacking-for-good/ (aata o6paueHus: 15.03.2025).

16. 5 OCHOBHbIX TEHAEHLWIA, C KOTOPbIMM T-0TAeMbI AOMKHBI cpaBuTbCs B 2025 rogy. — BBP baHk, 2025. — URL.:
bbr.ru/about/press-center/kompiuterra-5-osnovnykh-tendentsii-s-kotorymi-it-otdely-dolzhny-spravitsia-v-2025-godu
(paTa obpatueHms: 17.04.2025).

17. Axmees, A. Knbep6esonacHocTb B 6aHKOBCKOI cthepe: Bbi3oBbl 2025 roga / Anekceid Axwviees // Spark. —
2025. — URL: spark.ru/startup/svoi-ru/blog/249815/kiberbezopasnost-v-bankovskoj-sfere-vizovi-2025-goda (gata
obpaLleHus: 17.04.2025).

18. Yto Takoe nnatdopma KnbepbesonacHocTn? — URL: www.trendmicro.com/ru_ru/what-is/cybersecurity-
platform.html (nata o6patueHus: 14.03.2025).

19. OTKyga »/aaTb Yrposy ya3BMMOCTU MHTepHeTa Belleit // Jetinfo. — 2024, — URL: www.jetinfo.ru/otkuda-
zhdat-ugrozu-uyazvimosti-interneta-veshhej/ (gata obpatyeHus: 15.04.2025).

20. MagmapbekoBa, A. KnubepbesonacHoCTb B ycTpoicTax |OT: ysA3BMMOCTU, PUCKM U CTPATENUN CHIDKEHMS
pvickoB / A. Maamnsp6ekoBa // BeCTHUK Hayku, — 2024. — T. 5, Ne 12-1(81). — C. 698-706. — EDN PEURQM.

21. beccapab, M. BcenpoHuKatoLas 6e30MacHOCTb: Kakume 06n1adHble VIB-pelueHuns 6yayT BocTpeb6oBaHbl B 2025
rogy / Muxaun beccapa6, Bagum Katonuk, Anekceii AHToHOB // K2 Cloud. — 2024. — URL.: k2cloud.cnews.ru/
articles/2024-10-06_vsepronikayushchaya_bezopasnost_kakie (gata o6patieHums: 17.04.2025).

22. LLikoayHckmia, C. B. AHann3 1 oLeHKa Knbepyrpos HalMoHanbHOM PUHaHCOBOV crcTeme Poccum B LdpoBoii
akoHomuke / C. B. LLkognHckuia, M. H. QyauH, . WN. YcvmaHos // drHaHCOoBbIN XXypHan. — 2021. — T. 13, Ne 3. —
C.38-53.—D0I 10.31107/2075-1990-2021-3-38-53. — EDN MHVBTK.

23. Mnoxyta, K. [. OCO6EHHOCTW KONMYECTBEHHON OLEHKM PUCKOB B MHMOPMaLMOHHONM 6e3onacHocTu /
K. . MnoxyTa // TeHAEHLMW Pa3BUTWS HayKn 1 06pa3oBaHust. — 2024, — Ne 110-16. — C. 80-83. — DOI 10.18411/
trnio-06-2024-870.— EDN IONLDX.

24. HuKyns4eHKoBa, E. B. Mpo6neMbl NpoTUBOAENCTBUS KMGEpNPecTynHoCcTW B Poccuin / E. B. HukynbyeHkoBa //
Mcuxonesarorvka B NpaBooXpaHUTEbHbIX opraHax. — 2023. — T. 28, No 3(94). — C. 345-352. — DOI 10.24412/1999-
6241-2023-394-345-352. — EDN JMCBEF.

25. Hazaposa, A. [l. BbI30Bbl 1 peLleHns B 0611acTy Knbepbe3onacHOCTH B 3M0Xy LdpoBoii TpaHchopmauum /
A. [I. Hazapoga, B. B. LLIBegoB // CTonbINUHCKMIA BeCTHUK. — 2023. — T.5, Ne 5. — EDN XYOZYG.

85

Hay4HbI BeCTHUK: dUHAHCbI, 6BaHKW, MHBECTULMN - 2025 - No 2




BoiiueHko O.B., ®aguHa FO.HO. Knbep6e3onacHOCTb AaHHbIX LIM(PPOBOI NnaTthopMbl B AeATENbHOCTY 6aHKOB

26.4Yt0 Takoe nnatcopma knbepbesonacHocTu? // Trend Micro. — 2025. — URL: www.trendmicro.com/ru_ru/
what-is/cybersecurity-platform.html (gata o6paweHns: 13.04.2025).

SPISOK LITERATURY

1. Kiberbezopasnost’ i tsifrovaya transformatsiya: 3 glavnykh tendentsii zashchity dannykh. — URL:
cloudnetworks.ru/analitika/kiberbezopasnost-i-tsifrovaya-transformatsiya-3-glavnyh-tendentsii-zashhity-dannyh/
(data obrashcheniya: 17.04.2025).

2. Semenychev, A. Prognoz razvitiya rynka informatsionnoy bezopasnosti v 2025 godu / Aleksey Semenychev /
/ CNews. — 2025. — URL: safe.cnews.ru/news/line/2025-03-06_garda_prognoz_razvitiya (data obrashcheniya:
17.04.2025).

3. Sanktsii i shpionazh: kakiye kiberriski ugrozhayut biznesu i pol’zovatelyam v 2025 godu // Forbes. — 2025. —
URL.: www.forbes.ru/tekhnologii/531090-santaz-i-spionaz-kakie-kiberriski-ugrozaut-biznesu-i-pol-zovatelam-v-2025-
godu (data obrashcheniya: 17.04.2025).

4. Bank Rossii. Osnovnyye napravleniya razvitiya informatsionnoy bezopasnosti kreditno-finansovoy sfery na
2023-2025 gody. — M.: TSB RF, 2023.

5. Kozlova, N. Sh. Kiberbezopasnost’ i informatsionnaya bezopasnost’: skhodstva i otlichiya / N. Sh. Kozlova,
V. A. Dovgal’ // Vestnik Adygeyskogo gosudarstvennogo universiteta. Seriya 4: Yestestvenno-matematicheskiye i
tekhnicheskiye nauki. — 2021. — Ne 3(286). — S. 88-97. — DOI 10.53598/2410-3225-2021-3-286-88-97. — EDN
VSEERU.

6. Lebed’, S. V. Innovatsionnyye tekhnologii v sfere kiberbezopasnosti / S. V. Lebed’ // Sovremennyye
informatsionnyye tekhnologii i I1T-obrazovaniye. — 2022. — T. 18, Ne 2. — S. 383-390. — DOI 10.25559/
SITITO.18.202202.383-390. — EDN KPPPAC.

7. Skvortsov, I. P. O probleme chelovecheskogo faktora v obespechenii informatsionnoy bezopasnosti /
I. P. Skvortsov, A. O. Titarev // VMozdushno-kosmicheskiye sily. Teoriya i praktika. — 2022. — No 23. — S. 106-113. —
EDNHYFMVI.

8. Khakimov, A. A. rol’ iskusstvennogo intellekta v kiberbezopasnosti / A. A. Khakimov // Universum:
tekhnicheskiye nauki.— 2023. — Ne 11-1(116). — S. 58-59. — EDN JVXBHC.

9. Ostorozhno: dipfeyk! Kak uznat’ moshennika na video // Sberbank. — 2025. — URL: www.sberbank.ru/ru/
person/kibrary/articles/ostorozhno-dipfejk-kak-uznat-moshennika-na-video (data obrashcheniya: 18.04.2025).

10. Chto takoye Il dlya kiberbezopasnosti? — URL: www.microsoft.com/ru-ru/security/business/security-101/
what-is-ai-for-cybersecurity (data obrashcheniya: 14.03.2025).

11. Aktual’nyye kiberugrozy: 1V kvartal 2024 goda — | kvartal 2025 goda. — URL: www.ptsecurity.com/ru-ru/
research/analytics/aktualnye-kiberugrozy-iv-kvartal-2024-goda-i-kvartal-2025-goda/ (data obrashcheniya: 11.03.2025).

12. History of Phishing / phishing.org. — URL: www.phishing.org/history-of-phishing (date of the application:
16.03.2025).

13. Bayeva, U. M. Obzor sredstv dlya simulyatsii fishingovykh atak / U. M. Bayeva, V. |. Kurakov, A. S. Khudadyan
/' Vestnik nauki. — 2022. —T. 2, Ne 5(50). — S. 71-77.— EDN EAUCNA.

14. Vilkova, A. V. Vstroyennoye obucheniye kak element nepreryvnogo obucheniya informatsionnoy bezopasnosti
[A. V. Vilkova, V. M. Litvishkov, B. A. Shvyrev // Penitentsiarnaya nauka. — 2020. — T. 14, Ne 1(49). —S. 135-141. —
DOI 10.24411/2686-9764-2020-10044. — EDN XIDPSR.

15. Kak vzlomat’ svoikh sotrudnikov s pomoshch’yu fishinga i zachem vam eto delat’. — URL.: rb.ru/opinion/
hacking-for-good/ (data obrashcheniya: 15.03.2025).

16. 5 osnovnykh tendentsiy, s kotorymi I T-otdely dolzhny spravit’sya v 2025 godu. — BBR Bank, 2025. — URL.:
bbr.ru/about/press-center/kompiuterra-5-osnovnykh-tendentsii-s-kotorymi-it-otdely-dolzhny-spravitsia-v-2025-godu
(data obrashcheniya: 17.04.2025).

17. Akhmeyev, A. Kiberbezopasnost’ v bankovskoy sfere: vyzovy 2025 goda / Aleksey Akhmeyev // Spark. —
2025. — URL: spark.ru/startup/svoi-ru/blog/249815/kiberbezopasnost-v-bankovskoj-sfere-vizovi-2025-goda (data
obrashcheniya: 17.04.2025).

18. Chto takoye platforma kiberbezopasnosti? — URL: www.trendmicro.com/ru_ru/what-is/cybersecurity-
platform.html (data obrashcheniya: 14.03.2025).

19. Otkuda zhdat’ ugrozu uyazvimosti interneta veshchey // Jetinfo. — 2024. — URL: www.jetinfo.ru/otkuda-
zhdat-ugrozu-uyazvimosti-interneta-veshhej/ (data obrashcheniya: 15.04.2025).

20. Madiyarbekova, A. Kiberbezopasnost’ v ustroystvakh IOT: uyazvimosti, riski i strategii snizheniya riskov /
A. Madiyarbekova // Vestnik nauki. — 2024. —T. 5, Ne 12-1(81). — S. 698-706. — EDN PEURQM.

21. Bessarab, M. Vsepronikayushchaya bezopasnost’: kakiye oblachnyye IB-resheniya budut vostrebovany v
2025 godu / Mikhail Bessarab, Vadim Katolik, Aleksey Antonov // K2 Cloud. — 2024. — URL.: k2cloud.cnews.ru/
articles/2024-10-06_vsepronikayushchaya_bezopasnost_kakie (data obrashcheniya: 17.04.2025).

86

Hay4HbIlh BeCTHUK: PrHaHCbI, 6BaHKKU, MHBECTULMM - 2025 - No 2




BoiiueHko O.B., ®aguHa HO.HO. Knbep6e3onacHOCTb AaHHbIX LIMPPOBOI NnaTthopMbl B AeATENbHOCTY 6aHKOB

22. Shkodinskiy, S. V. Analiz i otsenka kiberugroz natsional’noy finansovoy sisteme Rossii v tsifrovoy ekonomike
/'S. V. Shkodinskiy, M. N. Dudin, D. I. Usmanov // Finansovyy zhurnal. — 2021. — T. 13, Ne 3. — S. 38-53. — DOI
10.31107/2075-1990-2021-3-38-53.— EDN MHVBTK.

23. Plokhuta, K. D. Osobennosti kolichestvennaoy otsenki riskov v informatsionnoy bezopasnosti / K. D. Plokhuta
/I Tendentsii razvitiya nauki i obrazovaniya. — 2024. — Ne 110-16. — S. 80-83. — DOI 10.18411/trnio-06-2024-870. —
EDN IONLDX.

24. Nikul’chenkova, Ye. V. Problemy protivodeystviya kiberprestupnosti v Rossii / Ye. V. Nikul’chenkova //
Psikhopedagogika v pravookhranitel’nykh organakh. — 2023. — T. 28, Ne 3(94). — S. 345-352. — DOI 10.24412/1999-
6241-2023-394-345-352. — EDN JMCBEF.

25. Nazarova, A. D. Wzovy i resheniya v oblasti kiberbezopasnosti v epokhu tsifrovoy transformatsii /
A. D. Nazarova, V. V. Shvedov // Stolypinskiy vestnik. — 2023. —T. 5, No 5. — EDN XYOZYG.

26. Chto takoye platforma kiberbezopasnosti? // Trend Micro. — 2025. — URL: www.trendmicro.com/ru_ru/
what-is/cybersecurity-platform.html (data obrashcheniya: 13.04.2025).

Cratbs noctynuna B pegakumto 30 anpens 2025 roga

Cratbs 0g06peHa K neyatu 4 ceHTa6ps 2025 roga
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